
 
 
 
 

S o ci a l  M ed ia P ol i c y  
 
 
1.0 P o lic y  S t at e m e n t  

 
 
1.1 The College recognises that the internet provides unique opportun ities to part icipate in interactive 

discussions, engage with the wider community, and share information on part icular topics using a wide 

variety of social media, such as Facebook, Twitter, blogs and wikis. However, employees' use of social media 

can pose risks to the Coll ege’s confidential and proprietary  information, and reputation, and can jeopardise 

the College’s compli ance with legal obligations. 
 
 
1.2 To minimise these risks, to avoid loss of producti vi ty  and to ensure that the College’s IT resources ani loyment and may, after consultation with the 

recognised trade unions, be amended at any time by the College. 

 
 
1.4 Nothing in this Policy is intended to restrict or undermine the right to academic freedom. 

 
 
2.0 W ho  is  co v e r ed  b y  t h e  p o lic y  

 
 
2.1 This policy covers al l individu als work ing at all levels ss to the Coll ege’s electronic communication systems and equipment are also 

required to comply with this policy. 

 

 
3.0 S co p e  and  p u r p o se  of the p olic y  

 
 
3.1  

 o  p o l i p po dd y  p i th  t h i  c co e n tt n r le p d  rl p o   th po   w th a  n h wp t h  po n pn d  l s  th p e pan o o d  r l p s o c i a l  n etw o rk i n g  s i te s,  an d  a l l  o t h er i n te r n et  p os t i n g s , i n c l ud i n g  b l o g s .   T h e 
Co l l ege  ha s  a  sep a r a te  p o l ic y r e g a r d i n g  a c c e p t a b l e  u s e o f  t h e C oll eg e ’s  IT  s y s t e m s  m o re g e n e r a l l y  an d  a l l  s t af f 
s h o u l d  en s ur e  t h a t  th e y  r e a d  an d  u n d e r s t a n d  t h a t  po l



3.3 The purp ose of this policy is to encourage good practice; to protect the College, i ts staff and students; to 

clari fy where and how existi ng policies and procedur es appl y to social media and to promote effective and 

innovative use of social media as part  of the Coll ege’s activi ties. 
 
 
3.4 Breach of this policy may result in discipli nary  action up to 



of my employer". Employees should also ensure that their profi le and any content they post are 

consistent with the professional image they present to students, client s, and colleagues. 
 

(e) Staff should avoid posting comments about sensitive business-related topics, such a[(m)0.5(m)]TJ
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Responsibi l ity for monitoring and reviewing the operation of this poli cy and making recommendations for 

change to minimise risks also lies with the Head of IT Infrastructure Services. 
 
 
5.2 All  managers have a specific responsibility  for operating within the boundaries of this policy, ensur ing that al l 

staff understand the standards of behaviour  expected of them and taking action when behaviour  fall s below 

i ts requirements. 
 
 
5.3 All  staff are responsible for the effectiveness of this policy and should ensure that they take the time to read 

and understand i t. Any misuse of social media should be reported to the Head of IT In frastructure Services or 

Hu man Resources. Questions regarding the content or applic ation of this policy should be directed to the Head 

of IT Infrastructure Services or Hum an Resources. 
 

 
6.0 Co m p lia n c e  w it h  r el a t ed  poli c ies  and  ag r e e m en t s  

 
 
6.1 Social media should never be used in a way that breaches any of the Coll ege’s other poli cies.  If  an internet 

post would breach any of the Coll ege’s policies in another forum,  i t w ill  also breach them in an onli ne forum. 

For example, employees are prohibited from using social media to:  rnet 
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9.3 The College may store copies of such data or communications for a peri od of time after they are created, and 

may delete such copies from time to time without notice. 
 
 
9.4 Staff should not use the College’s IT resources and communications systems for any matter that they wish to 

be kept private or confidential from the College. 
 
 
9.5 For further  information, please refer to the College’s IT Acceptable Use Policy. 

 
 
10.0 M onit o r in g  and  r e v iew  of t his  poli c y  

 
 
10.1 The Information Secur ity  Group (ISG) in conjunction with the IT Strategy Workin g Group (ITSWG) shal l be 

responsible for reviewi ng this policy to ensure that i t meets legal requirements and reflects best practice. 
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